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MASTER OF SCIENCE 

(INFORMATION SECURITY)/ 

P. G. DIPLOMA IN INFORMATION 

SECURITY (MSCIS/PGDIS) 

Term-End Practical Examination 

June, 2025 

MSEI-026(P)(Set-II) : BCP, DR PLANNING AND 

AUDIT 

Time : 3 Hours  Maximum Marks : 100 

Note : Attempt any two questions out of three. 

Each questions carries 40 marks. Viva-

voce carries 20 marks. 

1. Find out the vulnerabilities on the web 

server with the log analysis report on the 

following conditions : 40 

(a) List of ports opened. 

(b) Perform the log analysis of the web 

server and find out the 2 IP Addresses 

commonly accessed the web server. 
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(c) Generate the list of the counter 

measures/precautions to be taken on 

the basis of Audit Report. 

(d) Export the Audit Report HTML/XML 

format. 

2. Perform the following tasks to cover the risk 

analysis of data from the machine : 40 

(a) Block Ethernet Card 

(b) Configure Firewall 

(c) Disable USB and CD ROMs 

(d) Enable login authorization 

(e) Generate the Final Report 

3. Create a project on business continuity 

management life cycle of an organization 

and use all the modules of the BCM with 

inclusion of resource, time, manpower by 

MS-Project and generate the final Gantt 

chart.   40 

× × × × × 

 

 

 


